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	Reason for change:
	During the discussion in CT4#117 towards C4-233408, it was commented that the description in stage 2 is not clear. The whole picture is missing. Currently, the privacy profile only for UE1 is considered, how to handle the privacy requirement for other UEs are not discussed. 
The contribution proposed that GMLC acquires all the authorization before invoking the Namf_Location_ProvidePositioningInfo service operation towards the AMF. Considering the UEs involved in the ranging service may belong to different PLMNs, the anchor GMLC may interacts with the GMLC in UE’s home PLMN to acquire the authorization result (i.e. allowed or disallowed) based on UE’s privacy profile.

	
	

	Summary of change:
	1. Add procedure addressing UE belonging to different PLMNs with anchor GMLC
2. Add procedure addressing the notification/verification to UEs who are not the initiating UE
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	The authorization of AF/5GC NF based on UE privacy profile is not completed
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************ START OF CHANGES ************
[bookmark: _Toc143556983]6.3.5	Procedures for authorization of AF/5GC NF for Ranging/SL positioning service exposure
[bookmark: OLE_LINK9][bookmark: OLE_LINK90]For the authorization of the AF or 5GC NF for Ranging/SL Positioning service exposure, the SL-MT-LR procedure specified in TS 23.273 [3] is taken as the baseline. The authorization shall be performed towards all the n UEs (n≥2), i.e. UE1, UE2, ..., UEn in the request message. If all of the UEs don’t grant permission for Ranging/SL Positioning exposure, the GMLC shall reject the service request from the AF/5GC NF. 
When receiving the Ranging/SL Positioning service request from the AF/5GC NF, the GMLC interacts with the UDM  to check the UE privacy profile of each UE. The UE LCS Privacy Profile defined in clause 5.4.2 of TS 23.273 [3] is taken as the baseline for the UE privacy profile for Ranging/SL positioning services. For the UEs belonging to different PLMNs (e.g. anchor GMLC belongs to PLMN1, target UE belongs to PLMN2), the anchor GMLC shall invoke Ngmlc_Location_PrivacyCheck service to the GMLC in PLMN2 to check the authorization of target UE.
NOTE:	The details of the UE privacy profile for Ranging/SL positioning services needs to be align with SA2.
[bookmark: OLE_LINK41][bookmark: OLE_LINK43][bookmark: OLE_LINK42]Before requesting the ranging result to AMF, Tthe GMLC (i.e. anchor GMLC or GMLC in PLMN2) may invoke Namf_Location_PrivacyCheck service tointeracts with the serving AMF of UEs to check the authorization result request the ranging result of UEs, which may includes an indication of a privacy related action. If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification, a notification invoke message is sent to the UE if the signalling connection established. However, if the Ranging/SL Positioning service is disallowed by the UE, or signalling connection establishment fails and UE notification (including UE notification with privacy verification) is required, the AMF shall provide failure response to the GMLC. The Namf_Location_PrivacyCheck service operation towards AMF are performed for one UE at a time.
Afterwards, the anchor GMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request Sidelink positioning/ranging location results of all or part of the n UEs. Only IDs for UE who authorizes to perform ranging service are included in the service request message from anchor GMLC. 
 ************ END OF CHANGES************

